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Vacuum Assisted Delivery Training Phantom Validation

0. Administrative questions

1. Name of data management support staff consulted during the preparation of this plan.

My faculty data steward, Sara Shoghi, has reviewed this DMP on 25/10/2024.

2. Date of consultation with support staff.

2024-10-18 

I. Data description and collection or re-use of existing data

3. Provide a general description of the type of data you will be working with, including any re-used data:

Type of
data

File
format(s)

How will data be collected
(for re-used data: source and
terms of use)?

Purpose of processing Storage location
Who will
have access
to the data

Traction
Force
Data

.txt

The data will be collected using
a TU Delft ME Faculty Workshop
calibrated LSB200 force sensor
along with a corresponding
LabVIEW program.

This data will be compared with the
existing traction force data to
validate the effectiveness of the
phantom.

 
After being compressed
into an encrypted .7z
file, store it in the local
disk and upload a copy
to OneDrive. 

 Corresponding
 Responsible
 Researcher:
Haochen
WANG and
 Responsible
 Researcher:
 Jenny
 Dankelman

Attitudes
on the
Newly
Developed
Phantom

.xlsx
The data will be collected
Anonymisly in physical paper,
then input into the MS Excel by
the responsible researcher.

To prevent the potential disclosure
of personally identifiable
information (PII), such as identifying
participants through handwriting.
These data will also be used to
validate the effectiveness of the
phantom.

After being compressed
into an encrypted .7z
file, store it in the local
disk and upload a copy
to OneDrive. 

Corresponding
 Responsible
 Researcher:
Haochen
WANG and
 Responsible
 Researcher:
 Jenny
 Dankelman

Traction
Angle
Video

.mp4

The video will be recorded using
an iPhone 12 mini, and DaVinci
Resolve 18 will be used for video
stabilization and blurring any
individuals who are accidentally
captured in the footage.

 
Personally identifiable research data
(PIRD) will be anonymized to ensure
privacy. The anonymized data will
be compared with existing data to
validate the effectiveness of the
phantom.

After being compressed
into an encrypted .7z
file, store it in the local
disk and upload a copy
to OneDrive.

 Corresponding
 Responsible
 Researcher:
Haochen
WANG and
 Responsible
 Researcher:
 Jenny
 Dankelman

Informed
Consent
Form

.pdf

Collected directly from
participants, signed by all
participants. Communications
will be conducted via TU Delft
email service.

To obtain consent for participation
and ensure ethical compliance.

Raw files in TU Delft's
Outlook email, after
being compressed into
an encrypted .7z file,
store it in the Project
Data Storage of TU
Delft.

Corresponding
 Responsible
 Researcher:
Haochen
WANG and
 Responsible
 Researcher:
 Jenny
 Dankelman

4. How much data storage will you require during the project lifetime?
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< 250 GB

II. Documentation and data quality

5. What documentation will accompany data?

Data will be deposited in a data repository at the end of the project (see section V) and data discoverability and re-usability will
be ensured by adhering to the repository’s metadata standards
Methodology of data collection

III. Storage and backup during research process

6. Where will the data (and code, if applicable) be stored and backed-up during the project lifetime?

Another storage system - please explain below, including provided security measures
OneDrive

Some files, after being compressed into an encrypted .7z file, should be stored in the local disk and a copy uploaded to OneDrive.
For the Informed Consent Form, raw files will be stored in TU Delft's Outlook email. After being compressed into an encrypted .7z file,
they should be stored in the Project Data Storage

IV. Legal and ethical requirements, codes of conduct

7. Does your research involve human subjects or 3rd party datasets collected from human participants?

Yes

8A. Will you work with personal data?  (information about an identified or identifiable natural person)

If you are not sure which option to select, first ask your Faculty Data Steward for advice. You can also check with the
privacy website . If you would like to contact the privacy team: privacy-tud@tudelft.nl, please bring your DMP. 

Yes

 

The level of satisfaction with the examined vacuum delivery training phantom of participants, including original handwritten
physical questionnaires and any image backups, will be destroyed by the end of the project, specifically before November 15,
2024.
For video recordings taken with the iPhone 12:

iCloud will be disabled to ensure that all videos remain stored locally.
The iPhone 12 will be secured with a strong passcode for enhanced device protection.
The Photos app will be locked using the iOS 18 Locked App feature, requiring authentication for access.
After recording, videos will be transferred to the designated storage location and promptly deleted from the iPhone.
The iOS system will be kept up-to-date with the latest security patches.

Video recordings of traction angles stored in the designated location will be anonymized after transfer, and the original videos
will be destroyed by the end of the project, specifically before November 15, 2024.

Face and Detail Blurring: Faces and unique identifiers like tattoos will be blurred, and audio will be modified to remove
identifiable elements.
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Focused Framing: Video frames will capture only relevant sections, avoiding identifiable areas.
Silhouette and Shadow Effects: Effects will be applied to mask individuals when possible.
Neutral Backgrounds: Any background revealing location or context will be replaced with neutral visuals.
Manual Verification: Each video will undergo manual review to ensure all identifiable information has been removed.
Secure Storage: Data will be stored securely with access limited to authorized personnel only.

Signed informed consent forms.

8B. Will you work with any other types of confidential or classified data or code as listed below? (tick all that apply)

If you are not sure which option to select, ask your Faculty Data Steward for advice.

No, I will not work with any confidential or classified data/code

9. How will ownership of the data and intellectual property rights to the data be managed?

For projects involving commercially-sensitive research or research involving third parties, seek advice of your Faculty
Contract Manager when answering this question. If this is not the case, you can use the example below.

 
This is an internal TUD MSc thesis project. The datasets underlying the published papers will be publicly released following the TU
Delft Research Data Framework Policy. During the active phase of research, the project leader from TU Delft will oversee the access
rights to data (and other outputs), as well as any requests for access from external parties. They will be released publicly no later
than at the time of publication of corresponding research papers.

10. Which personal data will you process? Tick all that apply

Names and addresses
Signed consent forms
Other types of personal data - please explain below

Traction Force during Vacuum-Assisted Delivery on the examined phantom.
Traction Angle, recorded in video format, during Vacuum-Assisted Delivery on the examined phantom.
Attitudes toward the Newly Developed Phantom

11. Please list the categories of data subjects

Obstetricians and gynaecologists
Other medical experts

12. Will you be sharing personal data with individuals/organisations outside of the EEA (European Economic Area)?

No

15. What is the legal ground for personal data processing?

Informed consent

16. Please describe the informed consent procedure you will follow:
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All study participants will be asked to provide their written consent for participation in the study and for the processing of their data.

17. Where will you store the signed consent forms?

Same storage solutions as explained in question 6

18. Does the processing of the personal data result in a high risk to the data subjects? 

If the processing of the personal data results in a high risk to the data subjects, it is required to perform a Data
Protection Impact Assessment (DPIA). In order to determine if there is a high risk for the data subjects, please check if
any of the options below that are applicable to the processing of the personal data during your research (check all
that apply).
If two or more of the options listed below apply, you will have to complete the DPIA. Please get in touch with the
privacy team: privacy-tud@tudelft.nl to receive support with DPIA. 
If only one of the options listed below applies, your project might need a DPIA. Please get in touch with the privacy
team: privacy-tud@tudelft.nl to get advice as to whether DPIA is necessary.
If you have any additional comments, please add them in the box below.

None of the above applies

22. What will happen with personal research data after the end of the research project?

Anonymised or aggregated data will be shared with others
Personal research data will be destroyed after the end of the research project

V. Data sharing and long-term preservation

27. Apart from personal data mentioned in question 22, will any other data be publicly shared?

All other non-personal data (and code) produced in the project

29. How will you share research data (and code), including the one mentioned in question 22?

All anonymised or aggregated data, and/or all other non-personal data will be uploaded to 4TU.ResearchData with public
access

30. How much of your data will be shared in a research data repository?

< 100 GB

31. When will the data (or code) be shared?

At the end of the research project
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32. Under what licence will be the data/code released?

CC BY

VI. Data management responsibilities and resources

33. Is TU Delft the lead institution for this project?

Yes, leading the collaboration - please provide details of the type of collaboration and the involved parties below

Incision Group B.V.

Provider of obstetricians and experiment location

34. If you leave TU Delft (or are unavailable), who is going to be responsible for the data resulting from this project?

 Jenny Dankelman
 j.dankelman@tudelft.nl

35. What resources (for example financial and time) will be dedicated to data management and ensuring that data will
be FAIR (Findable, Accessible, Interoperable, Re-usable)?

4TU.ResearchData is able to archive 1TB of data per researcher per year free of charge for all TU Delft researchers. We do not expect
to exceed this and therefore there are no additional costs of long term preservation.
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